
1. LIMITATION OF LIABILITY. Rockwerk Books grants the license to the SOFTWARE hereunder and the END 
USER accepts the use hereof on an "AS IS" and "WITH ALL FAULTS" basis. Furthermore, the END USER
understands and agrees that IN NO EVENT WILL ROCKEWERK BOOKS BE LIABLE TO LICENSEE FOR 
SPECIAL OR CONSEQUENTIAL DAMAGES which might arise out of or in connection with the performance or 
nonperformance of this SOFTWARE. INCLUDING, BUT NOT LIMITED TO, LOST PROFITS due to errors,
inaccuracies, omissions, incompleteness or insufficiency of the SOFTWARE or materials, nor for the usefulness
of the SOFTWARE to the END USER. Rockwerk Books shall not be liable for any damages whatsoever arising 
out of or related to the use of or inability to use the SOFTWARE, including but not limited to direct, indirect, 
special, incidental, or consequential damages.

2. GRANT OF LICENSE. You may use the Software on your computers and test the encrypted files produced by
the Software.

3. If this is an Academic or demo version of software:

A. This Software is freely distributed. 

B. You may redistribute this software so long as you include the license.

5. Source Code is unavailable.

6. You agree not to decompile or reverse engineer the software.

7. The encryption method can be reviewed by downloading the article « Windtalking Comoputers » from 
Cornell's e-archive. http://arxiv.org/abs/0912.4080

8. As strong as any encryption is, including T.E.C., encryption can not protect against keylogging, especially 
hardware keylogging.  Counter measures are discussed in the instructions with the full version.

9. In no way, can Rockwerk Books be responsible for lost or stolen passwords.  Guarding your keys is your 
responsibility.

The T.E.C. Challenge

For products purchased from Rockwerk Books, Rockwerk Books will issue a 100% refund to the first customer 
who can decrypt a T.E.C. encrypted file.  This is limited to the following conditions:

1. Rockwerk Books must be able to duplicate the decryption.
2. The customer must give Rockwerk Books a copy of the original plaintext file and a copy of the decrypted 

file.
3. The customer must supply Rockwerk Books with any crypto-analysis software used to decrypt the file.
4. The software used to decrypt the T.E.C. file must be publicly available.
5. If the decryption was done by a distributed network, Rockwerk Books must be able to submit to the 

distriubted network, an encrypted file, of Rockwerk  Books choosing, encrypted with the software used 
by the customer.  The valid decryption of said file will be the deciding factor if the customer has met the 
challenge.

6. The challenge applies to each separate language codec separately.  
7. The challenge applies separately to U.S. and non-U.S. versions separately.
8. Rockwerk Books is the sole decisor if the customer has met the T.E.C. challenge.
9. The customer must provide a sworn witnessed affidavit that the customer has not decompiled or reverse 

engineered the software or accepted assistance from anyone who has decompiled or reversed 
engineered the software.


