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Welcome

Welcome to SmartXx.

Thank you for choosing GPHideDrive, one of many tools
developed by the SmartX expert team in order to improve your
everyday work, and help you manage your system efficiently

and productively with no effort on your part.

This chapter describes some of the features and capabilities of
the tool, and lists additional helpful tools in the same field that

can optimize your work environment.

For more tools, click on the link to visit our website at www.smart-

X.com.

This Chapter Contains:

e Features and Capabilities.

e More tools for system Management.


http://www.smart-x.com/
http://www.smart-x.com/

Here are just some of the benefits our tool has to offer:

e Extends the "Hide these specified drives in my computer",
and the "Prevent access to drives from my computer”

Group Policy options to include additional drive letters.

e Enables you to hide more drives than default

administrative templates allow.

KillPol

This tool enables you to temporarily remove group policy
restrictions for the current user.

It is a useful tool for helpdesk personnel using restricted
networks.

The KillPol function helps you to answer a user's call and fix the
problem without the need to log the user off and log in with your
credentials. In other words, the problem can be solved without
interrupting the user's work.

After effectively fixing the problem, you simply have to press a

button to return to the user's regular settings.



DSM

Monitors your network for duplicate SIDs computers and easily

resolve it from your own workstation.

Using computer images for OS deployment? Technicians forgot
to run SYSPREP / NEWSID? You probably have hundreds of

duplicate SID computers in your network!

Duplicate SID computers is a major security risk and additionally
might cause all kind of issues when working with third party
products such as Anti Virus, Deployment systems and other

system products.

Duplicate SID Monitor (DSM) is a revolutionary product which
constantly monitors your network to find computers with
duplicate SIDs. The information is stored locally and enables
administrators to query for duplicate SID computers and resolve

it remotely by a single click.



Working with GPHideDrive

This chapter contains specific instructions for working with the
GPHideDrive tool.

Read the content carefully, follow the steps and you will find

that it is very easy to operate.
This Chapter Contains:
I: Contents and Requirements.

IT: Licensing and installation.

III: How does it work



Contents and requirements

The GPHideDrive tool contains a simple exe file.

Licensing and installation

The product you have downloaded to your pc is a freeware.
The GPHideDrive has no limitations of any kind (as explained in
the EULA).

You can view the EULA content by Clicking on 'Legal info' from

the 'help' menu.
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To operate the program from a downloaded file
1.  Simply double click the 'SetUp.exe' file.

2. Follow the instructions in the installation wizard until you

complete the installation.
3. A GPHideDrive icon will be placed on the desktop and in the

programs menu.

How does it work?

1) Launch the program.
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Specify the drives you wish to hide/ disable according to
the options demonstrated:
Click on the letter of the drive you would like to hide. Repeat

this step until all necessary drives are marked.

For example:E H,J, and V
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o To select all the drives press Select All.

i'E‘.i Select Al

o To clear selection press Deselect All.

iE'lj Deselect All

o To reverse the selection press Invert Selection.

ﬂ Inwert Selection




2)

3)

If you have many drives you need to hide/ disable, Click the
Restrict all drives but line and then choose the drives you don't

want to hide/ disable |r Restnct all drives but |

Define ADM.

Source ADM File [system. adm]
IE: YT DO S Sinfaystern, adm

e ADM File
II:: WM DWW S Ninfhaystern_GPDO. adm

This section contains the path of the default ADM file and of the new

ADM file that will contain the drives chosen.

° The upper box displays the source ADM file. The source ADM file is
commonly the default system.adm file which is shipped with
Windows 2000 and later OS's. This file includes the 'Hide these
specified drives in my computer' and the 'Prevent access to specified

drives in my computer' options.

o The lower box displays the new ADM file containing the changes.
system_GPDO.adm will include the new drive hide definitions and

can be used instead of the default system.adm file.

Make ADM.

° Press the L= : button.

o Press OK in the displayed message.

GP_DrivesOptions E3

M INDOY S inF sy stem_GPDO, adm' was created succesfully
The ariginal file was saved as 'CYWINDOWIinFsystem, adm, bak!,




1.  Open Active Directory Users and Computers.

2. Change the ADM file:

Edit the GP in which you would like to add the drives you want to hide/
disable.

Expand User Configuration.

Right click on Administrative Templates and choose Add/Remove

Templates

Administrative Templates | addiRemove Templates. ..

All Tasks »

Help

In the Add/ Remove Templates window, click on the System line, and then

click on Remove.

Add/Remove Templates E I

Current Palicy Templates:

N arme | Size | Modified |
] conf J9KE 2/18/2007 4:00 .
] inetres 1E91KE  218/2007 4:00 ..
D syztem F24KE  2M18/2007 4:00 ...

._] wnplayer BEKE  2/M18/2007 4:00 ..
._] WLLEL 42KB 21842007 4:00 ..

Add... Bemowve

Click on Add




SmartX Software Solutions

Double click on the ADM file you have created.

for example: system_gpdo.adm

Policy Templates
Lack in: | 5 inf Qo ZF -
£=3000 [ %] AER_1036,ADM |3 winnit.:
1004 otz ] AER_1040, ADM |#] vmpla:
CH00E Chotz ] AER_1041.ADM B
IC00C Cho14 ®] AER_1042,A0M
CH00D CHo1s %] AER_2052,A0M
\C=100E 019 ] AER_3082. ADM
IC1001 404 3 common, adm
01D Ch4le %] conf.adm
IC)01F Cha04 3 inetcarp, adm
=005 =816 |#]inetres.adm
My Documents IC1006 Chinc 3 inetset, adm
007 |#] 4ER_1025.4DM | ] system.adm
E‘: 008 |#] 4ER_1028.80M system GPDO, adm
My Cormputer =009 |#] AER_1031.40M |#] system_GPDO_1,adm
. 010 |#] AR _1053.40M || windaws. adm
1] |

-

File name: Isystem_GF'DEl.adm

-
Files of bype: IF'n:nIic_l,l Templates j

Open

Cahcel

IE.

The chosen ADM will appear in the Add/ Remove Template window.

Add/Remoye Templates EH

Current Policy Templates:

M arne | Size | Modified
| cont 39KE  2/18/2007 4:00..
._] inetres 2418/2007 4:00 ...

[ sustern GPDO ) )
._] wmplayer BEKE 21872007 4:.00 ..
WLIAL 42KB 21842007 4:00 ..
Add... Bemove
. Cloze
Click on Close -
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1. Under the expended user configuration, expand Administrative
templates.

2.  Expand Windows Components.

3. Double click on Windows Explorer.
El@ Iser Configuration
-] Software Settings
-] Windows Settings
E||:| Administrative Templates
|:| Windows Components
[ skart Menu and Taskbar
I:l Ceskkop
-] Control Panel
----- [ shared Folders
[:l Metwiork,
-] System
=] Windows Camponents
- -] MNetMeeting
|:| Internet Explorer
----- (L1 application Compatibility
e [ Attachment Manager
Windows Explorer

4. On the right, double click on Hide these specified drives in my
computer or Prevent access to drives from my computer.

o Click on Enabled.
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o Open the drop-down list and you will see the drives you have
selected.

Hide these specified drives in My Computer Properties

setting I E:-:plainl

@ Hide these zpecified drives in My Computer

™ Mot Configured
{* Enabled
" Dizabled

Fick one of the following combinations

Restnct all dives j

Festrict & and B drives only
Restrict C drive anly

Restrict D drive anly

Restnct A, B and C drives only
Restict &, B, C and D drives orl
Restick 5 T LY and ' only
Restnct all drives

Do ok restrict drives

Supported on; A least Microzaoft Windows 2000
Previous Setting | MHest Sefting |

k. I Cancel | Apply

. Select the relevant option, and click on OK.
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